
International Journal of Scientific & Engineering Research Volume 4, Issue 2, February-2013                                                          1 
ISSN 2229-5518  

IJSER © 2013 
http://www.ijser.org 

The secure cluster and energy efficient in 
geocast for Manets using selection gateway 

method 
 

Mr. M.Prakash1 and Dr. K. Subramani2 

1Research Scholar, CMJ University, Meghalaya, India 
 
 

 

ABSTRACT 

The secure and energy efficient geocast method using for a mobile ad hoc network, it’s based on a secure clustered agreement with 
data declaration release from the basis node of the system and all nodes located in one or more geocast regions on the network. To 
improving the energy efficient method so we have using the gateway selection algorithm (GSA) for using secure clustering method. 
This method collects overall energy savings on the process. The entire secure cluster to collect the information based on line 
method and then to sending and receiving process on the system. They have using gateway method for route discovery and route 
maintenance process. Performs better in conditions of less broadcast rounds overhead than the replica. Existing technique on this 
process the Clustering CD-P heuristic so we apply the method for secure cluster based (CD-P) on network presentation. Secure 
clustering algorithm to improving the system performs and conquer the CCD-P problem issues to identify and rectify the problem on 
the network. It’s mainly to focused on the saving an energy level and better network performance level on this method. GSA 
Gateway Selection Algorithm to using a route information and find out the destination of the networks. The geocast address 
approaches and securing method to improving the delivery ratio and then reduce delay of the networks. This secure cluster to 
gateway send the data and then to authenticates a data sending and receiving process on network, so we have to avoid a more 
time to send destination and some other attacker not attack to the networks. Secure energy efficient method to improving the 
network throughput and data delivery level and to reduces the delay on process. If compare with existing method the throughput for 
a GSA algorithm better performing on the system. 
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1. INTRODUCTION 

Geocasting represents nowadays a demanding field of 
research due to the numerous application scenarios offered 
by ad hoc and sensor networks on [1]. Recently, in the 
journalism, some geocast routing have been proposed, most 
of which are mostly inherited from secure routing solutions 
and consequently are not optimized for geocast applications. 
Cluster referred to as gateway selection algorithm, follow a 
progressive reduction in the distance to the destination, 
every time a communicate node must be chosen for 
forwarding a data packet explained at [2]. This allows 
avoiding the avoidabledistribution of data packets to nodes 
away from the destination and the resulting useless energy 
consumption. 
 
They have using a CCD-P is a heuristic designed to support 
geocast in high-scale MANET applications and included into 
the typicalGeocast framework, allowing it to balance other 
heuristics. It is based upon some ideas in [3].A node 
retransmits if it is closer to the center of the geocastarea 
than all other copies it has heard transmitted. Second, it 
listens to other retransmissions continuously prior to its own 
retransmission and cancels it’s another node transmit closer 
to the center first. Scalability relies on each node prioritizing 
its send queue to send soonest those packets that make the 
most progress toward the center of their geocast regions 
 
Some of the future routing algorithms require maintaining a 
global network state at each node, the imprecision of global 
state and the large amount of storage and communication 
overhead induce poor scalability [3]. They have using the 
existing onGeographic and Energy Aware Routingalgorithm. 
 
Geocast protocol for mobile ad hoc networks,it uses energy 
aware neighbor collection to route a small package towards 
the geo area and Recursive Geographic Forwarding 
algorithm to distribute the small package inside the area 
briefly on [4]. But this method also have some problems to 
be occur on this network, so we propose a distributed 
cluster-based center distance priority method which only 
requires maintaining a local state at each node. The location 
information provided by positioning device is aided in route 
discovery and route maintenance procedure. Our protocol 
partitions the network into open area clusters. In each 
gatewaysare selected by a cluster selection and a gateway 
selection algorithm (SGA) respectively on the network. 
 
           The secure clustering based center distance priority 
method on the networks using [4]. So it’s considering for the 
network resources problem and calculates from the energy 
level resources can be modified on the system methods.  So 
we have implementing to the gateway selection algorithm to 
process on the time efficiency and then data processing 
method on the reports. The data’s are to be reliable and 
most scalable performing on the networks methods [5]. 
 
Their clustering scheme is forced by the need to produce an 
appropriate hierarchy for multi-hop wireless surroundings. 
Their technique yields a multi-stage clustering [5]. To 
achieve their aim they  
build a multi-stage depth first search tree such that each 
level is composed of cluster heads of the instant low level.  
One of this selection processes is another potential gateway 
roams closer to the physical center of the process than the 
currently assigned gateway. This potential gateway will not 
be elected as the gateway until the current gateway leaves 
the network. To remove this possibility, we could allow 
multiple gateways to reside in a region temporally. Flooding 
data packets may cause anattackeffect giving serious 

redundancy, argument and collision problems mostly on [6]. 
In this process to introduce two routing-creations oriented 
methods, which create routes to broadcast data from the 
source to the geocast region. One benefit of this kind of 
protocol is the reduced overhead in the transmission of data 
packets, as compared to data-transmission oriented 
protocols. 
 

2. RELATED WORK 
 

In mobile Adhoc network, it is often more important to 
optimize for energy efficiency than throughput. This topic is 
to optimize the energy efficiency. But the achievable 
capacity in these networks is low as demonstrated by 
simulation studies and as supported by analytical work. 
Recently, power control and rate adaptation techniques have 
been proposed and shown demonstrative improvements on 
network capacity. The high propagation loss on radio links 
normally requires a high power at the transmitter and hence 
a high total consumed power [7]. In the transmit power may 
be reduced by breaking down the distance between two 
communicating points into smaller segments. This is 
accomplished by routers that establish the path between 
mobile terminals and base stations subject to the constraints 
and requirements imposed by the network. 
 
2.1 Gateway Discovery 
 
           The general architecture of the proposed scheme is 
shown in Fig. 1. Before sending the destination selecting the 
gateway, we must firstly discover the gateway. In our 
scheme, we use gateway discovery to find out the gateway 
due to the efficiency of thismethod compared to discovery 
method. A MANET node wants to communicate with a node 
in infrastructure network. If theNeighbor nodes receive the 
message [8] .They forward the message until it reaches the 
gateway node candidates in infrastructure network. The 
gateway candidates can be any node in communications 
network. 
 
2.2AODV Protocol 
In this Ad hoc On-Demand Distance Vector (AODV) routing 
is mobile networks and other wireless networks. The similar 
protocol used for a data broadcast function on this method 
but it performs differently on the mobile network. It is equally 
developed by zedeh [9]. It is an on-demand and distance-
vector routing protocol, other protocol for TORA and then 
GeoTORA have a better performance on the system. But we 
have a good result in this ad hoc protocol. The route is 
established by AODV from a destination only on demand 
AODV protocol Route Discovery of the network. Compare 
between the other protocolsmethods have better performing 
on the networks. 
 
2.3 Cluster Maintenance 
Cluster maintenance is required when a node moves out of 
the range of its cluster, if a new node is added or the cluster 
fails. First case has been discussed earlier in the mobility 
handling section. In case a new node is added, it calculates 
its weight as discussed earlier. However, even if its weight is 
more than the cluster work, it does not immediatelybecome 
the cluster and instead chooses the current cluster. This is to 
reduce unnecessary overhead in selection of the secure 
cluster each time a new node is added. In case the nodes 
fails, the nodes attached to that cluster recalculate their 
weights and select new gateway with the maximum weight. 
 
2.4 Energy Efficiency  
The minimum amount of energy required transmitting one 
unit of information from a source node to all receivers, and 
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developed distributed algorithms that allow approaching the 
optimal performance in practice [11] showed that under a 
simplified layered model of wireless networks, the minimum-
energy multicast problem in MANETs was solvable as a 
linear program, assuming network coding. Compared with 
conventional routing solutions, network coding not only 
promised a potentially lower energy per bit, but also enabled 
finding the optimal solution in polynomial time, in sharp 
contrast with the complete problem of the network. 

 
Fig: 1Selection Gateway method 
usingtransmissiononNetworks. 
 

2.5 GeocastRegions 
This sink wishes to send a request to all hosts located in 
different geocast regions; it floods a short packet in the 
network. This short packet contains the definition of the 
several geocast regions [13]. It can also send several 
requests one after another, each for a specific geocast 
region. It is not difficult to see that the delivery here is also 
a network performs. 
 

2.6 Gateway Selection Process 
The data’s are to be sending to the destination on the 
network if thegeo region (Gr1) is created as do destination 
node to the center distance priority node to destination [14]. 
Ifmobility of destination node is extends another geo 
region(Gr2) and reduces the delay of the network.There is a 
route discovery node and then route maintenance node 
(Nn1, Nn2) in R area of the process. 
     Check the route node on discovery 
           Neighbor distance calculates on the gateway method 
process. 
            Gr1=Nn1 or Nn2 
        Nn1=0 data sending process on the network. 
 

3. PROPOSED APPROACH 

           In this paper we have proposed the geocastsecure 
cluster based gateway selection algorithm that is able to 
provide the best case appearance on all possible traffic 
stress users may on the mobile ad hoc network, the purpose 
of this gateway method to improving the selection algorithm 
and then secured clustered for the system.It’s mainly 
focused on to avoiding the traffic or any hackers not using 
network over all properly work demand patterns. In this work 
using GSA to improving the performance on the network and 
to reducing the delay on geo region.That investigates the 
cluster based center distance priority model for the network 
onproblem in the context of mobile network.Secure cluster 
based on the gateway to selection of the route on the data 
process. 

3.1 Secured Clustering Algorithm 
 

In this section, we will describe our proposed clustering 
algorithm called Secured Clustering Algorithm (SCA). To 
overcome the security limits of existing algorithms, we have 
included trust values and certificates making by this way our 
algorithm useful for security purposes as on clustering. SCA 
is a weight based clustering algorithm which uses a weight 
computed from a set of parameters to elect cluster. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig: 2Secure ClustersperformingingeocastNetwork. 
 
In this figure show the source to destination dataprocess on 
the network. Here the cluster is performing between the 
intermediate of source to reachable node on the process. 
 

3.2 Gateway Selection Mechanism 
 

In this previous section, to select the gateway, we need to 
calculate the multiple metrics of each gateway node 
candidate. Selection gateway Algorithm as one of the most 
successful criteria method is used to calculate the metrics. 
The advantage of this decision making technique is that it 
concerns multiple metrics or criteria, suchas weight of 
importance level, score assessment, and gateway 
outranking based on the user preference or priority. This 
technique is effective to solve the quality ranking of our 
metrics on the network performance. 

 
3.3Gateway Selection Algorithm: 
 
C-Cluster, G-Gateway, P-Packet, S-source, D-
destination, E-Energy, CD-Center Distance 
 
Step1:S send message to D 
               P send to D 
               Available Node Check on networks 
Step2:If (Status=Manet Node region)  
             Check CCD-P on Network. 
              P sends to the CCD-P 
              Find the next node N to the geocast region; 
              Following P to N 
Step3: If (N is Cluster in the another region) 
             Secure cluster to D 
           Else if  
Step 4:Check P return to the S 
Step 5: E=N (Energy) 
              Intermediate node on cluster 
Step 6:Check G Status (GSA) 
        P transmit to G (Data transmission on region) 
            Else  
Step 7: Packet Dropped (Not send to region) 
               P=Loss 
               D sends return to the S 
Step 8:E≠N (Performance Low Level) 
               No energy to nodes 
Step 9:E=N Energy Level High on Network. 
 Step 10:Better Performance on network S=D 
              Stop Data 
     End 

 Source 

Gateway 
Point 

Gateway Selection 
Algorithm 

Clustering 
Method 

Secure 
Cluster 

Destination 
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End 
 
3.4Different steps concerned in the proposed Cluster 
Energy AwareRouting 
 

1. The data are sending by wireless mobile ad hoc 
network from source (S) to destination (D) on this 
network topology. 
 

2. Cluster tosend the data to the gateway node on 
the region. 
 

3. Cluster has to collect the data sending and 

receiving process on the network. 
 

4. The data transmitted from source to destination for 
anotherregion of the process that time to improving 
the save energy performance on network.  
 

5.  In this methodto reducing the packet’s delay and 
number of loss packets in these wireless mobile ad 
hoc networks. 
 

6. The gateways to collect the all neighbor nodes 
details to cluster aresending from source to 
destination on the network. 
 

7. To improving the network performance, consumed 
energy level and minimum packet delay of the process. 

 
8.    In this algorithm to using to intermediate between the 

cluster and destination of the process. 
 

9.  Its better performance for the existing cluster center 
distance priority method of the network.  

 
4. RESULTS AND DISCUSSIONS 

 
              The goal of our simulation is to inspect the 
performance of the AODV by deploying mesh Networks. The 
simulation surroundsare created in NS-2, a network 
simulator that provides keep for simulatingwireless mobile 
networks. NS-2 was written using C++ language and it uses 
the Object Oriented Tool Command Language (OTCL). It 
came as an addition of Tool Command Language (TCL). 
The simulations were approved out using ansurroundings 
consisting of 71 wireless mobile nodes roaming over a 
replication area of 1200 meters x 1200 meters flat space 
operating for 10 seconds of simulation time. The radio and 
IEEE 802.11 MAC layer models were used. Nodes in our 

simulation move according to Random Waypoint mobility 
model, which is in random direction with maximum speed 
from 0 m/s to 20 m/s. A free space spread channel is 
unspecified for the simulation. Hence, the simulation 
experiments do not account for the overhead produced when 
a multicast members leaves a group. Multicast sources start 
and stop sending packets; each packet has a steady size of 
512 bytes. Each mobile node in the network starts its journey 
from a random location to a random destination with a 
randomly chosen speed. In an IEEE 802.11 based wireless 
network there are significant problems in maintaining 
equality and low delay for long-hop flows. Express 
forwarding, which has been proposed to the IEEE 802.11 
Task Group, is a possible strategy for solving these 
problems. 
 
                   The proposed system consists of a well-
organized tree construction scheme which manages to 
decrease data overhead compared to customary ad hoc 
routing protocols. To do that, it takes full advantage of the 
broadcast nature of the wireless medium. We also expand 
that routing protocol with group association functionalities 
well-matched with those currently used in the Internet, allow 
for the ready deployment of the solution in existing networks 
with current equipments. In result good performance and 
improving highthroughput processing system on the 
networks. The packet delivery ratio is defined as the ratio of 
thenumber of data packets received by the destinations over 
the number of data packets sent by the sources. 
 
 
Table 1: Values for simulation 
 
 
 

The simulation scenario is designed 
specifically to assess the impact of network attention on 
the performance of the protocols. The impact of network 
density is assessed by deploying 30 –71 nodes over a 
fixed square topology area of 1200m x 1200m  using 5m/s 
node speed and 3 the same source-destination 
connections. AODV have a number of quantitative metrics 
that can be used for evaluating the performance of mesh 
network. We have used the following metrics for 
evaluating the performance. 

 
 

Table 2: Metrics for evaluating the performance 

 
 

Throughput is the ratio of throughput performance overall 
network performance improve network performance and 
packet delivery ratio and minimize packet delay. 

Parameters Value 

version Ns-allinone 2.28 

Propagation Model Two Ray Ground 

Protocols AODV 

Node Count 20-300 

Area 1500m x 1500m 

Transmission Range 250 m 

Traffic model UDP,CBR 

Packet size 512 bytes 

S.N
o 

No Of 
Nodes 

Protoco
l 

Throughput Average 
Delay 

Pdf 

1 50 C-CD-P 0.78 25.89 87.90 

2 50 SC 
CD-P 

0.88 20.02 91.23 
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Fig. 3a Secure Clustering throughput level 
 
 

 
Fig. 3b Screen Snap shot for the performance of 
throughput for the  
                  The performance of the throughput for secure 
clustering for proposed routing is depicted in Fig. 3a. The 
performance of based routing throughput level is higher than 
routing of the network. It is calculating the performance of 
throughput level and high accuracy of the data transferring 
on source to destination of the method. The higher in 
performance is due to the logic engine is presented as an 
intelligent technique for discriminating packet loss due to 
congestion from packet loss by wireless induced errors.  
 

The screen shot of the results are presented in 
Fig. 3b. It is desirable to implement a wireless routing 
protocol with the maximum probability of data delivery, 
minimum probability of data loss. So, in wireless networks, 
the attempt has always been to its calculating the packet 
dropped and delay of the data transmission on the network 
performed. If they have any packets to be dropping means to 
delay on the network. Time based to intimate on the delay 
performing on the whole network performing of process.  
 

Packet delivery fraction is the ratio of data packets 
delivered to the destination to those generated by the 
sources. It is calculated by dividing the number of packet 
received by destination through the number packet 
originated from source. 

PDF = (Pr/Ps)*100 

Where, Pr is total Packet received & Ps is the total Packet 
sent. 
 

 
 
Fig. 4a: Packet deliver ratio for CD-P and CCD-P 
 
Delivery fraction is calculating the data transmission between 
the nodes of the network. The performance of the packet 
delivery fraction for the proposed routing and the oblivious 
routing based on manual calculation is presented in Fig. 4a. 
Geocast Logic has been used for routing and management 
of an ad hoc wireless network. The geocast logic based 
routing algorithm takes into account input variables, delay, 
throughput and energy consumption. It is differentiating 
performance between the existing and geocast performance 
on the network.  It is stating that at a time of process how 
many packets send and received during the process on the 
transmission and intermediately showing the difference in 
calculating the time take by packets to reach the destination. 
 

 
Fig. 4b: Screen snap shot of cluster based center 
distance priority method 
 
The simulation output of the packet delivery ratio of the 
proposed geocast routing protocol is shown in Fig. 4b. The 
optimal performance in the network is guaranteed a 
controlled randomized routing strategy which can be viewed 
as cost of exploration. The cost of exploration is proportional 
to the total number of packets whose route deviates from the 
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optimal path. To increases sub linearly with the number of 
delivered packets hence the per packet exploration cost are 
the numbers of delivered packets grow. It represents the 
number of control packets divided by the total number of 
received data packets. For this computation, every time a 
control packet is retransmitted, it is considered as a new 
control packet from the oblivious routing on the total area 
network performance of the process. 
 

Average end to end delay includes all possible 
delay caused by buffering during route discovery latency, 
queuing at the interface queue, retransmission delay at the 
MAC, propagation and transfer time. It is defined as the time 
taken for a data packet to be transmitted across an MESH 
network from source to destination. Average end-to-end 
delay is written as  

D = (Tr –Ts) 
Where, Tr is receive Time and Ts is sent Time. 
 
 
 

 
Fig. 5a Comparision of delay for secure Cluster   and 
cluster CD-P. 
 
 

 
 
Fig. 5b  Screen snap shot of Gateway Performance on 
the network. 

The performance of delay for the proposed protocol with the 
depicted in Fig. 5a. and also a comparison of delay for 
different nodes for the proposed geocast based on the 
networks, and the real time output is depicted in Fig. 5b. 
Delay is used to calculate the packet droping level of the 
networks and then  if data are dropped means the time taken 
by geocast logic routing is very low  but oblivious routing is 
delaying  to send and receive the data processing of the 
networks. The route discovery process can take some time 
and this delay can be increased due to problems in the 
medium access, such as busy channel and collisions. If they 
have any problem in transmitting the data to route geocast 
logic is discovering the neighbour node to get active and 
send the data  quickly when compred to oblivious routing 
which delays its process. 
 

5. CONCLUSION 
 
 

 The secure clustering algorithm SCAR to using the 
data transmission between the gateway node process, which 
takes into explanation a joint mass metric, including the 
standing value, the nodes and the relative mobility .The 
secure cluster based method to improving the network 
performance on the process to implementing the cluster 
through the secure clustering procedure. Each node 
broadcasts data transmit to another geocast region of the 
network. The Gateway selection algorithm GSA to perform 
improve throughput level and delivery ratio of the network. In 
our future work take a different algorithm to implement 
performance on network. 
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